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(4) expand the use, audience, and audience 

engagement of mobile news and multimedia 
platforms by RFE/RL, Incorporated, and the 
Voice of America, including through Inter-
net-based social networking platforms; and 

(5) partner with private sector broad-
casters and affiliates to seek and start co- 
production for new, original content, when 
possible, to increase distribution. 

(d) AUTHORIZATION OF APPROPRIATIONS.— 
There is authorized to be appropriated for 
fiscal year 2014, in addition to funds other-
wise made available for such purposes, up to 
$10,000,000 to carry out programming in the 
Ukrainian, Balkan, Russian, and Tatar lan-
guage services of RFE/RL, Incorporated, and 
the Voice of America, for the purpose of bol-
stering existing United States programming 
to the people of Ukraine and neighboring re-
gions, and increasing programming capacity 
and jamming circumvention technology to 
overcome any disruptions to service. 

(e) REPORT.—Not later than 15 days after 
the date of the enactment of this Act, the 
Broadcasting Board of Governors shall sub-
mit to the Committees on Foreign Affairs 
and Appropriations of the House of Rep-
resentatives and the Committees on Foreign 
Relations and Appropriations of the Senate a 
detailed report on plans to increase broad-
casts pursuant to subsections (a) and (b). 

f 

MILITARY AND VETERANS 
CAREGIVER MONTH 

Mr. KING. Mr. President, I ask unan-
imous consent that the Judiciary Com-
mittee be discharged from further con-
sideration and the Senate now proceed 
to S. Res. 395. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The clerk will report the resolution 
by title. 

The assistant legislative clerk read 
as follows: 

A resolution (S. Res. 395) designating the 
month of April 2014 as ‘‘Military and Vet-
erans Caregiver Month.’’ 

There being no objection, the Senate 
proceeded to consider the resolution. 

Mr. KING. Mr. President, I ask unan-
imous consent the resolution be agreed 
to, the preamble be agreed to, and the 
motions to reconsider be laid upon the 
table. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The resolution (S. Res. 395) was 
agreed to. 

The preamble was agreed to. 
(The resolution, with its preamble, is 

printed in the RECORD of Tuesday, 
March 25, 2014, under ‘‘Submitted 
Resolutions.’’) 

The PRESIDING OFFICER. The 
Chair, on behalf of the President pro 
tempore, upon the recommendation of 
the Republican leader, pursuant to 
Public Law 105–292, as amended by Pub-
lic Law 106–55, Public Law 107–228, and 
Public Law 112–75, appoints the fol-
lowing individuals to the United States 
Commission on International Religious 
Freedom: Mary Ann Glendon of Massa-
chusetts, and M. Zuhdi Jasser of Ari-
zona. 

f 

ORDERS FOR MONDAY, MARCH 31, 
2014 

Mr. KING. Mr. President, I ask unan-
imous consent that when the Senate 

completes its business today, it ad-
journ until 2 p.m., Monday, March 31, 
2014; that following the prayer and 
pledge, the morning hour be deemed 
expired, the Journal of proceedings be 
approved to date, and the time for the 
two leaders be reserved for their use 
later in the day; that following any 
leader remarks, the Senate proceed to 
the consideration of H.R. 4302 under the 
previous order; that at 5 p.m. the Sen-
ate proceed to executive session to con-
sider the Owens nomination, with the 
time until 5:30 p.m. equally divided and 
controlled between the two leaders or 
their designees. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

f 

PROGRAM 

Mr. KING. Mr. President, there will 
be at least two rollcall votes on Mon-
day at 5:30 p.m. 

f 

ORDER FOR ADJOURNMENT 

Mr. KING. Mr. President, if there is 
no business to come before the Senate, 
I ask unanimous consent that it ad-
journ following the remarks of the Sen-
ator from Alaska, Ms. MURKOWSKI. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

The Senator from Alaska. 

f 

GRID SECURITY 

Ms. MURKOWSKI. Mr. President, 
first, I thank my friend from Maine 
and appreciate the conversations we 
have had in this past week. He has 
taken a journey to the north that most 
of us only dream about. He is engaged 
in issues I care deeply about as it re-
lates to the Arctic. Although I know 
that was not the discussion my col-
league was speaking to earlier, I just 
wanted to note while my friend from 
Maine was still on the floor that I look 
forward to working on these issues of 
great importance not only to my State 
but truly to our entire Nation and Arc-
tic Nation. 

I come to the floor this evening to 
speak very briefly about the physical 
security of our Nation’s power grid, 
which is a very important subject. Re-
cently, there were stories in the Wall 
Street Journal about an attack on the 
California Metcalf substation that hap-
pened last April and has drawn consid-
erable attention. While those stories 
about that attack highlighted poten-
tial vulnerabilities, my principal focus 
will be to highlight not only the safe-
guards that are already in place to pro-
tect the Nation’s bulk power system 
but also to announce a step that I be-
lieve is now necessary to prevent the 
undue release of sensitive nonpublic in-
formation. 

First and foremost—and I think this 
is important for people to recognize—it 
is important to remember that during 
the Metcalf incident, the PG&E system 
did not lose power. In fact, it was an 

incident that many didn’t know had 
taken place until months after because 
there was no loss of power. I think this 
fact emphasizes the grid’s resiliency 
and the importance of building redun-
dancy into the bulk power system. 

As usual, the electric industry has 
learned from and responded to—appro-
priately responded—the California inci-
dent. At the end of last year the De-
partments of Energy and Homeland Se-
curity—along with the North American 
Electric Reliability Corporation, or 
NERC, along with the Federal Regu-
latory Commission, or FERC, and the 
FBI began a cross-country tour of 10 
cities in order to brief utility operators 
and local law enforcement on the 
lessens that were learned from Metcalf. 
Government officials discussed mitiga-
tion strategies and meeting partici-
pants were able to develop some pretty 
important relationships between first 
responders and the industry. 

In fact, as a result of the mandatory 
requirements of the 2005 Energy Policy 
Act, the electric industry has invested 
significant resources to address both 
physical and cyber security threats and 
vulnerabilities. Through partnerships 
with various Federal agencies, the in-
dustry is keenly focused on prepara-
tion, prevention, response, and recov-
ery. 

For example, NERC holds yearly se-
curity conferences and a grid exercise 
which tests and prepares industry on 
physical and cyber security events. Yet 
former FERC Chairman Jon 
Wellinghoff was quoted in the Wall 
Street Journal calling the Metcalf inci-
dent ‘‘the most significant incident of 
domestic terrorism involving the grid 
that has ever occurred.’’ 

In my view, comments such as these 
are certainly sensational. Depending 
on the factual context, they can actu-
ally be reckless. 

Although the topic of physical secu-
rity warrants discussion—absolutely 
warrants discussion and debate—we 
have to be prudent about information 
for the public sphere. Many govern-
ment leaders are privy to confidential 
and sensitive information that if not 
treated carefully could provide a road-
map to terrorists or other bad actors 
about our vulnerabilities. At a min-
imum, government officials have a 
duty to safeguard sensitive informa-
tion that they learn in their official ca-
pacity. 

A story that appeared in the Wall 
Street Journal on March 13 was, I be-
lieve, shocking because it included sen-
sitive information about the Nation’s 
energy infrastructure that the news-
paper said came from documents that 
were created at FERC. Although the 
Wall Street Journal did not name spe-
cific facilities at risk, it did detail the 
geographic regions and the number of 
facilities that if simultaneously dis-
abled could cause serious harm. The 
March 13 article claimed the potential 
for a national blackout. 
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